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*Abstract*—The security of the internet depends on encryption. Quantum algorithms like Shor’s algorithm could be used to break public key cryptographic algorithms like RSA which assumes that the factorization of large numbers is computationally expensive. To counter quantum algorithms, quantum technology could be used for encryption schemes. In this paper, we discuss the first quantum key distribution scheme, BB84 quantum key distribution protocol developed by Charles Bennett and Gilles Brassard in 1984.
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1. INTRODUCTION

With quantum technology becoming a reality, we need techniques that are secure against the quantum attacks. The cryptographical methods that are resistant to the quantum attacks are referred to as post-quantum or quantum-safe cryptography. BB84 is a quantum key distribution protocol which was coined by Charles Bennett and Gilles Brassard in the year 1984 and hence the name BB84. Quantum key distribution is a mechanism of sharing a private key among two parties using two channels; an authenticated classical channel and a quantum channel.

We will use the classical cryptographical notation to represent the two parties Alice and Bob who want to communicate with each other privately, and an eavesdropper Eve who tries to intercept their communication and read their messages.

1. BB84 Quantum key distribution

Without the knowledge of the key, it is difficult to break the encryption algorithm i.e., the data is safe as long as the key is kept safe and private. Quantum key distribution provides a mechanism to distribute the key among the two parties. It takes advantage of the quantum mechanics to ensure that the key being shared is not intercepted. Even if Eve tries to intercept the data, the scheme detects that the breach and discards the key and generates a new key.

...

In this paper, we will discuss about the qubits, quantum channel, the bb84 protocol, bit error rate
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